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Software Developer’s Agreement

All Products of Feitian Technologies Co., Ltd. (Feitian) including, but not limited to, evaluation copies, diskettes,
CD-ROMs, hardware and documentation, and all future orders, are subject to the terms of this Agreement. If you do
not agree with the terms herein, please return the evaluation package to us, postage and insurance prepaid, within
seven days of their receipt, and we will reimburse you the cost of the Product, less freight and reasonable handling

charges.

1. Allowable Use — You may merge and link the Software with other programs for the sole purpose of protecting
those programs in accordance with the usage described in the Developer’s Guide. You may make archival copies

of the Software.

2. Prohibited Use — The Software or hardware or any other part of the Product may not be copied, reengineered,
disassembled, decompiled, revised, enhanced or otherwise modified, except as specifically allowed in item 1.
You may not reverse engineer the Software or any part of the product or attempt to discover the Software’s
source code. You may not use the magnetic or optical media included with the Product for the purposes of
transferring or storing data that was not either an original part of the Product, or a Feitian provided enhancement

or upgrade to the Product.

3. Warranty — Feitian warrants that the hardware and Software storage media are substantially free from significant
defects of workmanship or materials for a time period of twelve (12) months from the date of delivery of the

Product to you.

4. Breach of Warranty — In the event of breach of this warranty, Feitian’s sole obligation is to replace or repair, at the

discretion of Feitian, any Product free of charge. Any replaced Product becomes the property of Feitian.

Warranty claims must be made in writing to Feitian during the warranty period and within fourteen (14) days after the
observation of the defect. All warranty claims must be accompanied by evidence of the defect that is deemed
satisfactory by Feitian. Any Products that you return to Feitian, or a Feitian authorized distributor, must be sent with

freight and insurance prepaid.

EXCEPT AS STATED ABOVE, THERE IS NO OTHER WARRANTY OR REPRESENTATION OF THE PRODUCT, EXPRESSED OR
IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE.

5. Limitation of Feitian’s Liability — Feitian’s entire liability to you or any other party for any cause whatsoever,
whether in contract or in tort, including negligence, shall not exceed the price you paid for the unit of the Product
that caused the damages or are the subject of, or indirectly related to the cause of action. In no event shall
Feitian be liable for any damages caused by your failure to meet your obligations, nor for any loss of data, profit or
savings, or any other consequential and incidental damages, even if Feitian has been advised of the possibility of

damages, or for any claim by you based on any third-party claim.
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6. Termination — This Agreement shall terminate if you fail to comply with the terms herein. Items 2, 3, 4 and 5

shall survive any termination of this Agreement.
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PREFACE

This document describes how to use the remote update tool to safely update a license in the ROCKEY6SMART
dongle. The remote update procedure is done in the following steps: firstly, a unique remote update tag and a
password need to be generated for a particular remote update action; then, using the remote update tool, an
end-user can safely update the content of the dongle; more, if there is need to update some specific modules
instead of the whole context of the dongle, the remote update tool can be used to select and define a
module-update request, and later update context of the modules using a module-update file sent from the
software provider. Please note that both of the mentioned two update steps need the unique remote update tag

and password generated in the first step.
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Chapter 1. The Remote Update Tag and Password

For an end-user, remote update procedure for a ROCKEY6SMART dongle is done in two steps: firstly, the
end-user needs to convey certain information of the device (information provided in device information section on
the remote update tool GUI) to the software provider so that the software provider can generate a remote update
tag and password which uniquely identifies a particular remote update action; secondly, the end-user needs to
input the unique remote update tag and password into the GUIs of the remote update tool to begin the remote

update procedure.

E.g. on the remote update identity GUI of the remote update tool, device information that needs to be sent

to the software provider is shown.

= RemoteUpdate

MHew Tan: |

Mew Pagsward: I_ _______

Device Info
Update File

Hardware Serial: |

bodule kanager QU= =28 |

IUpdate Password; |

|Jpdate | | R efrezh | | E xit |

Mo device faund

Figure 1 the remote update identity GUI of the remote update tool

The end-user needs to input the new remote update tag and password sent by the software provider; then

click “update” button to begin the remote update action.
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Chapter 2. The Remote Update File

To safely update the whole context of the ROCKEY6SMART dongle, the end-user will need to receive the

remote update file as well as the new remote update tag and password.
On the remote update file GUI of the remote update tool below

= RemoteUpdate

MHew Tan: |
Update Tag Mew Password: I_ _______
Ilpdate File
Update File
Izl [ Add File ] [ Remove File
File Lisk
bodule kanager
|Jpdate | | R efrezh | | E xit |
Mo device faund

Figure 2 the remote update file GUI of the remote update tool

The end-user can input the remote update tag and password first. Then click “add file” to browse to the

remote update file and click “update” to finalize the remote update action.
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Chapter 3. Module Update

As stated above, the end-user can request certain modules of the ROCKEY6SMART dongle to be updated

instead of the whole context. To do this, please use the module management GUI of the remote update tool.

2 Remotellpdate

MHew Tan:

Hposi=Tag Mew Paggword, L

b odule k anager
|Ipdate File
(%) Define Requirement(D) () Download Autharization(a)

| Browse

Module n... | FilelD Lisk Skakus

Fodule kanager

[Open,l't:lnse J [Eenerate File]

|Jpdate J | Refrezh J | Exit I

iN':' device found

Figure 3 the module management GUI of the remote update tool

The following steps are involved to remotely update modules of a ROCKEY6SMART dongle.

1) Define a module update request file

In order to define a module update request file, the software provider needs to provide the end-user a
module definition file. The end-user chooses “define requirement (D)” section and then browses to the
module definition file. A module request file can be generated by selecting modules from the module

lists using “open/close” button and clicking “generate file” button in the end.
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b Remotellpdate

Mew Tad: |

Uiz 2 =g MNew Pazzword: I_ _______

b odule b anager
Update File
(%) Define Requirement(D) () Download Authorizationd o)

P:'I,Desktnp'l,update.mud Browse

Maodule n,.,  FilelD Lisk Skatus

todule k anager

| CpenfClose Eenerate FiIEJ

Ilpdate | | Refresh | | Exit |

Mo device found

Figure 4 Define module update request file
2) Update modules using a module update file

Upon receiving the module update request file, the software provider will generate a new remote
update file (or a module update file) together with the remote update tag and password. Later on the
module management GUI of the remote update tool, the end-user inputs the remote update tag and
password, and then selects “download authorization (A)” section and browses to the received module

update file. Click the “begin update” button to finalize the update on modules.
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b Remotellpdate

Mew Tad: |

Uiz 2 =g MNew Pazzword: I_ _______

b odule b anager
Update File
() Define Requirement(D) (%) Download Authorizationd o)

P:'I,Desktnp'l,update.mud Browse

todule k anager

Module ... FilelD List Status
CpenfiClose aenerake File
Ilpdate | | Refresh | | Exit |

Mo device found

Figure 5 Update modules using a remote update file
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